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© Shutterstock

ENERGY

© Gnd access
© Gnd backhaul

FACTORIES OF THE FUTURE <@

© Time-critical process control
© Non time-critical factory automation

) © Assats and interventions

© Remote control © Gnd backbone i T
© Intra/Inter-enterpnise )

communication © Robotics

© Connected goods © Remote monitoring

© Smarter medication

MEDIA &
ENTERTAINMENT

© Ultra High Fidelity Media

© On-site Live Event Exparience

© User/Machine Generated Content
© Immersive and Intagrated Media
© Cooperative Media Production

© Collaborative Gaming

AUTOMOTIVE

© Bird's Eye View
© Automated driving © Digitalization of Transport and Logistics
© Share My View © Information Society on the road

5G — A driver for industrial and societal changes
Source: 5G Infrastructure Association: 5G Empowering vertical industries, White Paper, 2016
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Network Slices, or logical networks, will be used to deliver services
to multiple industry verticals over the 5G infrastructure

FACTORIES OF THE FUTURE
Twne-critical process control
Robotics

AUTOMOTIVE
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Physical 5G Network
Infrastructure




To realize 5G we need supportin all domains

E2E Orchestration and Automation

(Slicing support, Automation, Assurance, Fulfilment)

Base stations

@

@

Transport

Core network

Cloud / Virtualization

*New 5G terminals

*Smartphones and
specialised terminals

*New spectrum
*New 5G radio units

*New antennas

*High capacity and
low latency

*Fibre

*Time sync

*New 5G core network
*Virtualized infrastructure (Cloud Native, NFV, SDN)
* Distributed sites
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Slice life cycle management and orchestration roadmap w26V

Ph. 1: 4G ‘Slicing’ | Ph.2: 5G Slicing I Ph.3: Network Slice as a Service
Customer I Customer | Customer
| |
I < — — > I —
[) 4 4 | A |
; : L] NFV ; NFV NFV
y Y \ I y I
RAN Transport CORE i RAN Transport CORE | RAN Transport CORE
I | Global Slice ID (NSSAI) I | Global Slice ID (NSSAI)
'
I mapping mapping I mapping mapping
- 5GCN Subslice 1 )| !
" DCN1- | e ’ NF1 || NF2 | NF3 >
I I/ MBB >I I [ jvent] [ NF1 | NF2 ""é”l [M Subslice 1 | 5GCN Subslice 1 ‘
- | Nssaz| ( 5GCN Subslice 2 \ | Wil NFa I NF5 | NFe >
I -~ I _!_|VPN2 | NFa | NF5 | NF6 | > E‘S‘uﬁsr‘i‘ce‘z Subslice 2 l 5ecJL Subslic]LZ I
° pcnz- | | T a . .
I m MTC ‘>I I e [ seen Subslice n \ I | o S m >
{ ‘ VPNn l NF1 J I NF5 l / Subslice n Subslice n 5GCN Subslice n
RAN Transport 4GEPC | (R)AN Transport 566 I (RAN  Transport 5GC
| |




Some key 5G as-a-service concepts 5:-_56-UILIUI
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Massive
Gens

“Testing-as-a-Service”

Interworking across operators gives the possibility to deliver
services using other network infrastructures

“Certification-as-a-Service”
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Service Blueprint . 26-UINNI

VINNI-SB Structure
Service type Service Topology

e

Service requirements Service exposure, monitoring and testing

SCx: Service Component #X

¢ Performance

*  Functionality v

* Network Optimisation




Highlighted Slicing PoCs using OSM

1. Operationalizing Network Slicing

2. Security-as-a-Service in Network Slices

3. Testing-as-a-Service in Network Slices



Joint PoC to operationalize Network Slicing with coexistence of
eMBB and URLLC services using OSM

15t step. OSM to orchestrate and manage

Open Source ,
M A N O f( telenor  “Jelefonica delivery of Slices with differentiated QoS,

Availability, Assurance and Security
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https://osm.etsi.org/wikipub/index.php/OSM_PoC_6_-_5G_Network_Slice_Orchestration_with_OSM
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2" Slice: URLLC

EPC1

(shared) MGMT
Subnet S1MME

Mavenir S6A £ 756
S1U EPC1 SGl <=

(shared) 7 o
Subnet (dedicated) D Mavenir PCRF

/
\
Subnet (= P-GW2 &g \| (shared)
/ : ) MGMT\ | Subnet
5 _—— -/ VNS

7é/eﬁmca /Gtelenor ‘\ s
\ ¢

-

( S6a-2 % -7 S|ICE#Z URLLC — PNF

[OSM PoC#6]


https://osm.etsi.org/wikipub/index.php/OSM_PoC_6_-_5G_Network_Slice_Orchestration_with_OSM

Seeing the full picture
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https://osm.etsi.org/wikipub/index.php/OSM_PoC_6_-_5G_Network_Slice_Orchestration_with_OSM

Orchestration and Automation of Security in Network Slices using OSM

telenor  Slice 1: 4G loT and SD-WAN slice
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Orchestrated Service Assurance with OSM using virtual Test Agents

(VTAs) in Network Slices Open Source
Broadband S \TA o VEPC, g vCache g VDPI g VTA
SLICE 2: KPI:

SLICE 3:
Industrial
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Lateu1cyy \/E[JC3CF’

eNodeB Local Data Center
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https://osm.etsi.org/wikipub/index.php/OSM_PoC_1_-_DevOps_in_Service_Chains_and_5G_Network_Slices

In Summary, OSM is key to realize the 5G vision

Open Source

MANO

Some keywords to underpin this statement:

orchestration, automation, network slicing, life cycle management, VNF onboarding, multi-vendor,
open source, community and ecosystem, VNF/CNF/PNF/HNF, multi-VIM, private/public/hybrid cloud,
cloud native, efficient and fast deployment, service assurance, etc ...




