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Key Takeaways

● The PoC builds the V2X components from scratch following the ETSI ITS-G5 standard by using python as programming 
language and open-source tools such as MQTT, GPSd.

● The V2X stack is packaged as a Helm Chart to be deployed as a cloud-native service following the Kubernetes Native 
Function (KNF) paradigm supported by OSM.

● To enable V2X message isolation, the PoC uses Multus CNI as a networking manager tool. Multus CNI configures 
virtual isolated networks by implementing VLANs tags associated to each one of the different Road-side Units (RSUs).

● OSM is used to manage the lifecycle of the solution. During the instantiation stage, it leverages the instantiation 
parameters to set the proper network configurations required by Multus and compute node selection (Kubernetes 
node name) according the network topology.

● The PoC presents the implementation of a real use case deployed and tested in Barcelon (Spain). It consists of radio 
units, edge nodes, and an end-user application that receives the V2X messages and provides alerts to the end-users 
in real time. 
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This proof-of-concept (PoC) introduces the use of V2X technology as a key enabler for a vulnerable road user (VRU)

protection system. The proposed solution fully benefits from the use of edge computing to deploy a V2X stack based on the

ETSI ITS-G5 protocol. This solution implements an abstraction interface between vehicles and V2X applications (e.g., risk
detector) to prevent accidents and mitigate risks.
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V2X Technology

● It enables real-time sharing of information
such as traffic conditions, road hazards, and
potential accidents, making driving safer
and more efficient

● It is expected to play a significant role in
the development of autonomous driving
and smart transportation systems.
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Vehicle-to-Everything (V2X), is a communication

technology that enables vehicles to exchange

data with vehicles, infrastructure, pedestrians,

and networks:

Source: elenabs/iStock
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Standardization Efforts

● Different standards have been proposed from
different regions (USA, Europe, China), being
the ETSI C-ITS standard the one adopted in
Europe.

● The ETSI C-ITS (Cooperative Intelligent
Transport Systems) defines the standard for
V2X technology that enables interoperability
between vehicles and infrastructure.

● It consists of several layers, with specifics
functions, such as message encryption and
data transmission
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Mobility Problems
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Collision 
Avoidance

Traffic Jams

Road 
Works

Vulnerable Road 
Users (VRUs)

Intersection Collision 
Warning

Emergency / stationary 
vehicle warning
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V2X Requirements

10Deploying a V2X Stack in Edge environments for improving Mobility Safety 

V2X relies on:

● Wireless communication: 802.11p, 4G/5G, DSRC (Dedicated Short-Range Communications) and C-V2X (Cellular V2X)

● Latency: a critical requirement in V2X applications is the low latency between parties (latency < 100ms)

● Security: security measures to protect the privacy and integrity of transmitted data.

● Accuracy and reliability: Enable effective communication between vehicles and other devices

● Scalability: Support a large number of connected vehicles and devices in a wide variety of traffic scenarios

● Interoperability: Enabling effective and seamless communication between actors
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C-ITS Infrastructure
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C-ITS systems are based on the fact that both
vehicles and infrastructure are equipped with
radio capabilities:

● RSU: Road-Side Unit

● OBU: On-Board Unit

Vehicular communication types:

● V2I: Vehicle-to-Infrastructure

● V2V: Vehicle-to-Vehicle

● …

● V2X: Vehicle-to-Everything
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i2CAT V2X Solution
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i2CAT V2X Software Solution
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Functionalities: Implements the transport, network, security, management and access layers of the ETSI C-ITS protocol stack

Create V2X messages 
(CAM, DENM) Sign & verify

messages [2]

ITS G5 (IEEE 802.11p)
C-V2X (LTE-PC5)

IP/UDP (Commercial 5G) [1]

Geonetworking
and Transport
Basic Protocols
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i2CAT V2X Software Solution
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Characteristics:

ETSI C-ITS compliant

Available for container-based scenarios

Easy-to-use interface between the ETSI C-ITS protocol stack and the external software
applications via MQTT

The access layer supports ITS G5 (802.11p), C-V2X (LTE-PC5), and IP/UDP (Commercial
4G/5G) and the intercommunication among them [1].

Lightweight solution: ported and integrated into embedded systems (e.g., Raspberry Pi,
Odroids)
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V2X Software Architecture
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V2X Edge Infrastructure
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In order to meet the latency requirements,
different computing layers are implemented:

● Far Edge: Located next to the radio devices.
Applications with extreme latency requirements (e.
g: V2X Com) are placed here.

● Edge: Applications with low latency and computing
requirements (e.g: MQTT Broker) can be located
here.

● Cloud: Computing-intense applications (e.g: Training
of ML models), or applications without latency
requirements can be placed here.

The C-ITS Infrastructure is implemented through the
Road-Side Unit (RSU) and On-board Unit (OBU) layers.
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Demo 1: Deployment of V2X 
Stack via OSM 
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V2X Software Architecture
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Far Edge Edge

Relation 1:1:1
- Radio Unit
- V2XCom
- VLAN
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Instantiation of the V2X Stack according to the 
Network Topology via OSM 
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NS: 
v2xcom

VNF: 
v2xcom-cnf

…
Relation 1:1:1
- Radio Unit
- V2XCom
- VLAN

Far Edge Edge

Instantiation 
Parameters v2xcom-
1:

node:far-edge-1

vlan:1500

mqtt-svc-name:mqtt

Instantiation 
Parameters v2xcom-
2:

Instantiation 
Parameters:
MQTT Broker

node:edge-1

svc-name: mqtt

NS: 
mqtt-broker

VNF: 
mqtt-broker-cnf

node:far-edge-2

vlan:1600

mqtt-svc-name:mqtt
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Demo video
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The demo video for the deployment of the V2X stack
via OSM can be found in the following QR-code. Here
a YouTube video is linked (8’10” – 14’20”). The video
contains the whole V2X presentation presented in
the OSM MR14 Ecosystem Day.
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Demo 2: Validation in a Real 
Environment 
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Validation in a real scenario: UC2 PLEDGER Project
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Validation in a real scenario: UC2 PLEDGER Project
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Demo 2: Validation in a Real Environment 
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The demo video for the deployment of the V2X stack
via OSM can be found in the following QR-code. Here
a YouTube video is linked (14’20” – 16’40”). The video
contains the whole V2X presentation presented in
the OSM MR14 Ecosystem Day.
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